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THE FOLLOWING TERMS AND CONDITIONS APPLY:

While all attempts have been made to verify information provided, neither I, nor any ancillary
party, assumes any responsibility for errors, omissions, or contradictory interpretation of the
subject matter herein.

As the FTC Rules requires, we do not guarantee or imply that by using this tool, you will get
rich or make money at all.

We assume no responsibility for errors, inaccuracies or omissions in these materials. We
(including the developer of the software) shall not be liable for any special, indirect, incidental,
or consequential damages, including without limitation losses, lost revenues, or lost profits that
may result from wrong usage of this software.

Software and associated files is distributed as is without any warranty of any kind, either
express or implied.

Software and associated files is not freeware or shareware.

Selling or distribution of the code (in whole or in part) of this program without prior written
consent is expressly forbidden.



Using The Software.

Using the software is really easy.
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Step 3:
Click "Lock File"

To unlock a file (that was previously locked with the software), just select
it, go to the second tab (“Unlock File”), enter the right password and
unlock it.

Important:
- Always Keep a Backup of Your Original Files.

- When locking a file, DON’T use passwords that you use for sensitive
accounts (like Home Banking etc).



- Always remember the password that you’ve used to lock a file as there’s
no way to recover a locked file without it.

- When unlocking a file, make sure that its name does NOT overwrite your
Original file (this is to prevent data loss).

- Please notice that no encryption system is 100% secure but using no

encryption at all is a guaranteed way of getting your data exposed to
Strangers.

That’s all.



